
Password managers keep your data safe

Using a password manager is an easy way to protect yourself online — 
and you’ll only need to remember one password for all your  
online accounts.

Learn more about password managers and two-factor authentication at 
www.cert.govt.nz/simple-steps

Are password managers safe?

Using a password manager is a lot safer 
than other options. Information in the 
password manager will be encrypted so it 
can only be accessed if someone has your 
master password. Your accounts will be 
safer because they will each have their own 
unique and strong passwords!

To make your password manager safer 
turn on two-factor authentication.

Why do you need a password manager?

Passwords need to be unique, long, and strong. There are so many 
accounts that need a password that it’s hard to remember them all. 
That’s where password managers are useful. You don’t have to try to 
remember lots of different passwords, or risk re-using a version of  
the same one.

What is a password manager?

A password manager is software that saves all your passwords. Using  
a password manager is like putting your passwords in a safe that only 
you have the key to.

Store and protect all your passwords 
The password manager encrypts your passwords so no-one else can 
access them.

Create and store unique passwords 
A password manager can choose and remember long complicated 
passwords for you so they can all be different.

Store important information
They also let you store answers to your security questions or 
two-factor authentication backup codes.

There are a lot of password managers available, look at reviews 
online to see which is best for you.
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